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1. Introduction 
The document communicates the major new features and changes in this release of the bowbridge Anti-
Virus for SAP Solutions.  It also documents known problems and workarounds. 

 

2. About This Release 
Version 3.1.13 Build 862 is a maintenance release to the bowbridge Anti-Virus series of products. 
 

3. Compatible Products 
This product has been tested on the following platforms or with the following products: 

• Windows Server 2012 
• Windows Server 2016 
• Windows Server 2019 

 

4. Upgrade Procedure 
The product installer will detect pre-existing installations, if directed to install into the directory of 
an existing installation. It will then offer the option to upgrade the existing installation while 
preserving all settings and configurations. 
If customers wish to use the new Service-Mode, an additional step to select the service to automatically 
start is presented during the upgrade. Further, if the service chosen is ICAP, the ICAP URL, too, must be 
provided at installation time. 

 

5. New Features 
• Configuration file switch ACTIVECONTENT/CSV_SKIP_TOKENS allows skipping of lines 

containing configured keywords in the CSV-injection detection. 

 

6. Bugs and Issues fixed 

• Fixed small memory leak in the internal message broker in CTLxxxx 

 

7. Known Bugs and Limitations 

• bowbridge is not aware of any general limitations or bugs in this release 
• Silent-mode installation/update: Upgrading to this release from a previous version in silent mode 

will update all binaries, regardless of whether they were deployed initially. Further, manual 
adjustments must be made to the configuration file and the Windows Services Management 
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8. Version history (previous 3 releases) 

3.1.14 – 860 
New features 

• none 

 

Bugs fixed: 

• Improved detection of event-listeners in HTML 

• Pop-up caused uninstallation in silent mode to fail 

 

 

3.1.13 – 858 
New features 

• none 

 

Bugs fixed: 

• Occasional failure to start Virus Scan Provider (ZMQ/CZMQ linked statically) 

 
 
3.1.13 – 856 
New features 

• Adjustable scan timeouts and timeout modifiers for archive file formats 

 

Bugs fixed: 

• Occasional failure to start Virus Scan Provider (missing temp file) 

• Occasional failure to start McAfee service 

 
 
 
 
 


